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• Raise awareness of online risks 

• Offer practical ideas and tools to help 
you to stay in control 

 



How much screen time should my child 

have each day? 

Should they be allowed devices in their room? 

When should I buy my child a smartphone? 

Should I setup parental controls? 
How do I find out about this? 

My child’s friends are all on 

Snapchat. Should I let my child? 





WISDOM 
 

Understanding 
how to behave in 
the online world    

KNOWLEDGE    
 

Many children pick 
up technology 

quickly 







• 73% of 8-11 year olds use the Youtube site or app 

• Children aged 3-4 spend over 8 hours a week online 

• 21% of 10 year olds & 43% of 11 year olds have a social 

media profile 

Children and Parents: Media Use and Attitudes Report Nov 2016 



• YOLO 

• You only live once  

• skl 

• school 

• What is a MMORPG? 

• Massively multiplayer 
online roleplaying game 

• ROFL 

• Roll on floor laughing 

• DKDC 

• Don’t know, don’t care 

 
 

 

noslang.com 

• G2G 

• Got to go 

• PIR 

• Parent in room 

• GNOC 

• Get naked on camera 

• ASL 

• Age, sex, location 

• LMIRL 

• Let’s meet in real life 
 

 



• Assessing risks 

• Making effective use 
of technology 

 

 

It’s not about… 

• Being too scared to use technology 

• Being overly restrictive 



connect 

share 

upload 

comment 

play 



13+ 



• Chatting with strangers 

• Sharing a location 

• Oversharing information 

• Online bullying 

• Hiding content 

• In-app spending 



…Getting an acceptable number of ‘likes’ and 
positive comments was very important and they 
put a lot of effort into curating their online image. 
‘Selfies’ and other images were an important way 
of portraying their identity, but putting stuff up 
about their interests, hobbies or passions was less 
usual, as they did not want to mark themselves 
out as different, or push the boundaries of social 
norms.  
http://www.saferinternet.org.uk/research  

http://www.saferinternet.org.uk/research
http://www.saferinternet.org.uk/research


 
 

 

 
 While some boys did post selfies, this was less 
common than with girls. Boys appeared to be 
subject to pressures around testing boundaries, 
and social media seemed to provide a space where 
male friendship groups might act more 'tough' and 
rude than they would in real life. This was 
enhanced by the fact that many of them 
participated in large group-chat functions on 
social media, through services like Facebook 
messenger and WhatsApp.  

http://www.saferinternet.org.uk/research  

http://www.saferinternet.org.uk/research
http://www.saferinternet.org.uk/research


Online “Friends” 

Real-life 
friends Family 



When Vine, Instagram & Youtube meet 
Karaoke… 

• A social network for creating & 
sharing 15-second clips, featuring 
users lip-synching or dancing to 
pop songs 
 

Risks include: 
• Inappropriate language & content 
• Strong linkage to other social 

networking sites 
• Privacy risks if profile is public 

 
 

Musical.ly 

Useful parents guide: 

http://parentinfo.org/system/files/attachments/Musical%20ly%20Parent%20

Guide.pdf  

http://parentinfo.org/system/files/attachments/Musical ly Parent Guide.pdf
http://parentinfo.org/system/files/attachments/Musical ly Parent Guide.pdf
http://parentinfo.org/system/files/attachments/Musical ly Parent Guide.pdf


• Be aware of the environment 

• Stranger danger 

• Additional costs (14,500 Pokécoins = £79.99) 

• Battery drain 

• Play together! 



• Instagram is a photo and video 
sharing app 

• People can connect with one 
another through comments, 
captions, emoticons and hashtags on 
photos and videos 



You control your privacy 

• By default posts are public. Set posts to private 
so that you have to approve other users before 
they see your posts. 

Privacy can’t be perfect 

• Your profile is public (profile photo, username 
and bio). What information should be included? 

Location-sharing 

• Do you really want people to know where a 
picture was taken? 



• Is the content age-appropriate? (NSPCC Netaware) 

• Is there advertising – is this appropriate? 

• Are there in-game or in-app purchases? Can these 
be turned off? 

• Are there reporting mechanisms? Can I block 
other users? 

• Are there privacy settings? Are they easy to use? 





• Digital footprint 

• Respect and manners 

• Regulating time spent online 

Oversharing 

 



https://www.thinkuknow.co.uk/parents/Nude-Selfies-What-parents-and-carers-need-to-know/  

https://www.nspcc.org.uk/preventing-abuse/keeping-children-safe/sexting/  

In 2015/16 there were 1,392 counselling sessions 

on sexting, a 15% increase on the previous year.  
(NSPCC, “How Safe are our Children?” Report 2016) 
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• Adult content 

• Hurtful and harmful content 

• Reliable information 

• Illegal downloading 



• Online friends 

• Privacy settings 

• Grooming 

• Online bullying 

 



 

•can be 24/7, 
invading home and 
personal space 

•can reach very large 
audiences rapidly 

•can be anonymous 

 
 



•Poor school performance  

•Social exclusion  

•Isolation  

•Melancholy  

•Low self-confidence  

•Depression  

•Anxiety around technology  

 



• Advertising 

• In-app purchases 

• Pop ups 

• Spam 



• Graphic violence 

• Language 

• Online communication 

• Addiction  

• Behavioural changes 

 



• Assessing risks 

• Making effective use 
of technology 

 

 

It’s not about… 

• Being too scared to use technology 

• Being overly restrictive 



 Show an interest 
 Children show you how to 

use technology 
 Agree on acceptable use 
 Model use of tech 
 Agree on sanctions 
 











https://parentzone.org.uk/article/clash-clans
https://parentzone.org.uk/article/clash-clans


 

 Parental controls from your home Internet 

service provider 

 Filtering at home 

 Safe searching options  

 Parental controls on games consoles  

 Parental controls on devices 



• What parental controls does your ISP provide? 

- Big four ISPs; BT, Talk Talk, Virgin & Sky 

   

Look out for this 



 

http://ourpact.com/


• Web filtering – allow or block sites 
• Set time use  
• Activity Reporting – sites visited, programs 

used & computer usage times 

Mac controls -  
https://support.apple.com/kb/ph18571?locale=en_US 



• Uses Google Custom Search with 
Safe Search functionality 

• Promotes specific educational 
keywords 

 



https://www.q-files.com/
https://www.q-files.com/
https://www.q-files.com/


• Blocks potentially inappropriate content. 

• Relies on community flagging  





• Games consoles can have password protected 
parental controls applied  

• Restrict games and applications that have 
mature content 

• Player profiles (games consoles) have privacy 
settings 







 TALK to your child about how they use technology – what 
do they enjoy? Don’t be afraid to bring up challenging 
issues. 

 FIND out more about the digital world - understand the 
tools. Have a go! 

 TALK to your child about being responsible when they’re 
online. Children often feel they can say things online that 
they wouldn’t say face-to-face.  

MAKE the most of tools like Parental Controls on 
computers, mobiles and games consoles, privacy features 
on social networking sites, and safety options on search 
engines 

 


